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Follow the steps below to verify/modify your CARS account through the
ISIM Self-Service website.

1. Access the ISIM Self-Service website at https://isim.fiscal.treasury.gov/itim/self.

SINGLE
SIGNCON

ForgotPassword ~ Change Password  ForgotUseriD  Contact

By loging in with B1v, SecunD, or User ID/Password, you acknowlecge that you have read, understand, and agree to abide by the Rules of Sehavior

PIV Card or iKey © | SecuriD @ [ UserID & Password [2]
Plaase maks sure your card ey is plugged into User 1D Ussr 1D (T
the seader
= Passcode Password
LOGIN WITH YOUR
PV
LOGIN LOGIN
WARNING WARNING WARNING

You have accessed a U.S. Govemment information system, which includss (1) his computer. (2) this network, (3) all computers connecied
0 this netwnork, 3nd (4) 3l devices and storage medis a%ached 1o this nehvark of ko 3 computer on this netaork. LS. Govemnment
Informatian systeme are pravidod far tne processing af céficial 1.5, Governmant information only. Unauthorized of impropar use af this
Information system 5 pronified and may sublect yeu 1o dscipinary aston, as well 35 chil and criminal penaltes. Al data coctained on
U.S: Govemment iniormaticn sysems is owned by the U.S. Govemment and may, for the purpase of pralecting the rights and property of
the LS. Government, be monitored, infercepled, recarded, reas, searched, copied, or caphured in any manner and dclosed of used for
any tawhal government purpase at any bme. THERE 15 NO RIGHT TO PRIVACY IN THIS SYSTE. System persannel may ge o
enforcement cécials any potental evisence of cime found £n U S. Govemment Informaton systems. USE OF THIS SYSTEM BY ANY
USER, AUTHORIZED OR UNAUTHORIZED, CONSTITUTES YOUR UNGERSTANDING AND CONSENT TO THIS MONITGRING,
INTERCEPTION, RECORDING, READING, COPYING, OR CAPTURING AND DISCLOSURE.

2. Enter your user ID and password, and then click the LOGIN button.

' SINGLE
C SIGN

ForgotPassword  Change Password  ForgotUserld  Contact

By logging in with PI, SecuriD, or User 1D, , you adl hat you have read, and agree to abide by the Rules of Behavior
PIV Card or iKey [7] SecuriD (7] User ID & Password [7]
Ploase make sure your card/iKay is plugged into User ID User ID (ITIM)
the reader tll,ISEIOS
Passcods Password
R = sesserasiass
— LOGIN WITH YOUR
B PIvV
LOGIN LOGIN

WARNING WARNING WARNING
“ou have actessed a U.S. Government information system, which includes (1) Bis computer, [2) his network, (3) all tomearters connecled

10 this nietwork, and (4) a1 devicess and storage media aached 10 1 pEtwOrK oF 10 8 computer on this network. .S, Gowemment
Information systems ae provided for the processing of céfcial LS. Govemnment information only. UNautharized of mpraper Lse af this
Information system s prohibitad and may subject you o dscipinary 3cton, 35 well 35 il 3nd criminal panaties. Al data contained on
1.5, Gaemment information Systems is owned by e U.S. Govemment and may, for the purpose of proticting the ights and property of
the LS. Gowemment, be monitoed. intercepted, recorded. read, sesched, cosed. or captured in any manner and daclosed of used far
any tawtul government purpose at any time. THERE IS NO RIGHT TO PRIVACY 1N THIS SYSTEM System personnel may give 1o faw
enforcement cicials any potential evidence of crime found on U.S. Govemment information systems. USE OF THIS SYSTEM BY ANY
USER, AUTHORIZED OR UNAUTHGRIZED, CONSTITUTES YOUR UNDERSTANDING AND CONSENT TO THIS MONITGRING,
INTERCEPTION. RECORDING, READING, COPYING, OR CAPTURING AND DISCLOSURE.
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Welcome, Bruce User

3. The Self-Service home page will load. To verify or modify your access to CARS, click the View or Change
Account link in the My Access section.

Help Logoff Switch Application

My Password

Change Password
Use this link to change your passwords

Change Forgotten Password Information
Use this link if you need to change the infarmation required to log in when you have forgotten your passwaord

My Access

E

Request Account
Reguest a new account

Delete Account
Delete one of your existing accounts

View or Change Account
Change one of your existing accounts.

Request Access
Request access to items such as accounts and applications

View Access
Yiew your access to items such as accounts and applications.

My Profile

=

View or Change Profile
“iew and edit your personal profile

My Requests

B

View My Requests

“Wiew the requests you have recently submitted
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4. When the View or Change Account page loads, click the CARS link in the Account Type column.

Welcome, Bruce User

Home > View or change account

View or Change Account

Account Type =

CARS

GFRS

ITIM Service - Hosted

Single Sign On (FSLOAP)
Pagetof1  Totakd

Go to Home Page

Click the account type of the account you want to view or change. If you do not see your recently requested account below, click View My Requests,

UseriD  Status Deseription
buserD01  Active
buserdll  Active
buserDll  Aclive

bugserDD1 Aclive This Single Sign On (FSLDAF) account {user ID) will enable yau 10 16g intd The Bureau of Fiscal Sendce's applications,
Displayed: 4

5. When the Account Information page loads, your supervisor’s name will be displayed.

Note: If the Supervisor field is blank or shows an incorrect entry, click the Search button next to the
field, and then proceed to step 6. If the correct supervisor is listed, skip to step 8.

Welcome, Bruce User
Home = “iew or change account > Account information

Account Information

-
Is CGAC

Page 3 of 15

Change the account information below. YWhen you are done changing information, click Ok

# WA Supervisor

# Modules, Roles, ALCs, and AGroups

Last Recertification
Recert Approved By
Recen Status

Recernt Comments




I\%)NCONFIDENTIAL // EXTERNAL

o] CENTRAL
¥ ACCOUNTING
REPORTING SYSTEM

6. Type in the name of the correct supervisor, and then click Search.

Home = “iew or chanoe account = Account information = Search

Search for GWA Supervisor

Enter information to search for 2 GWA SUupervisor.

Search by:
Full name -

Search for:

amy =earch

Back to Account

7. When the supervisor’'s name appears in the search results, click the link to select it.

Note: If the correct supervisor’s name does not appear, you will need to have him/her submit a
form in order to be added to ISIM as a supervisor.

Hore = “iew or change account > Account information = Search

Search for GWA Supervisor

Enter information to search for a GWA Supervisor.

Search by:
Full name -

Search for:

|am§,r Search

Search Results
Click below to select from the search results.

Hame

Amy Super
Page 1 of1 Total: 1 Displayed: 1

Back to Account
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8. Next, click on Details to verify that your access is correct.

Welcome, Bruce User
Home = “iew or change account > Account information

Account Information

Change the account infarmation below. When you are done changing information, click Ok

-
s CGAC

# GWA Supervisor
Army Super

# Modules, Roles, ALCs, and AGroups

Last Recertification
Recert Approved By
Recert Status

Recert Comments

assigned to the user will be displayed in the Current Permissions table.

Welcome, Bruce User
Home > View or change account > Account information

Account Information

9. The CARS Access Permissions window will appear. The module, role and AGroup selections already

Help Logofi Switch Application

Change the account information below. When you are done changing information, click OK. All required fields are marked with (+)

>

Is CGAC

+ WA Supervisor

Ay Supe

+ Moduled g@ et Rt i%309116280197753662913%2Couts3D0%2Couts3Dacco - Windows Intemet Explorer sl (=0 sl
Details a

Last Recd | CARS Access Permissions

Please provide the permissions for this user's CARS access
Recert Ag|

Module Role ALC AGroup
. [
Recert St
Rece Calll Current Permissions
Module Rale AGraup ALC Edit | Remove |
ACCTSTMT AR - -_R“”m
| er AP 4587 Y
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Note: The Modules and Roles selected below are only examples. You will need to select your desired
Modules and Roles to perform your duties. To obtain more information about the CARS Modules and
Roles, see Appendix A.

To add a new permission, click the down arrows in the Module and Role fields to expand the dropdown
menus and select the appropriate options. In the ALC free-form entry field, specify the AGroup needed for
CARS access by entering any of the following information: ALC(s), AGroup name (if known), ID of another
user whose access should be mirrored, etc.

Note: The AGroup field is not an editable field in Self-Service. This field will be populated with the
correct AGroup based on what is entered in the ALC field when the Treasury Support Center approves

the request.
CARS Access Permissions

Please provide the permissions for this user's CARS access.

Module Role ALC AGroup
AFPROP = Agency Reviewer hd |h2IJDDD1 , 12000002, 12000 |
Current Permissions
Module Role AGroup ALC Edit Remove |
ACCTSTMT AR 3546

11. Click Add to move the new module, role and ALC information to the Current Permissions table. The

information entered in the ALC field will populate in the table in its entirety; this information will assist
the TSC in adding the appropriate AGroup permission.

CARS Access Permissions

Please provide the permissions for this user's CARS access.

Module Role ALC AGroup
Current Permissions
MModule Role AGroup ALC Edit Remove |
ACCTSTMT AR 3545
1200001, 12000002,
APROP AR 12000003, 12000005, Edit| T Remove
2o
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12. If any information in the Current Permissions table is incorrect, click the Edit button in the row showing
the incorrect data (in this example, the NET module line was selected). After clicking Edit, the Module,
Role, ALC and AGroup field entries will move back to the Access Permissions table and will become
modifiable. Once that occurs, make the appropriate changes and/or additions to the Module, Role,
and/or ALC fields. When your updates are completed, click Add.

Note: The AGroup field is not an editable field in Self-Service. If you click an Edit button that corresponds with an
entry that previously had an AGroup assigned, the AGroup that was already populated will automatically be
removed when changes are made and the Add button is selected. To ensure that the appropriate Agroup is
assigned, enter ALC information to the best of your knowledge in the ALC field. Doing so will let the TSC know what
AGroup to add, as described in Step 9.

CARS Access Permissions

Please provide the permissions for this user's CARS access.

Module Role ALC AGroup
NET ~  Agency Al - |13000004, 13000008] [«
Current Permissions
Module Role AGroup ALC Edit 'Remove |

ACCTSTMT AR 3546
1200001, 12000002,

APROP AR 12000003, 12000005, R
12000003

13. After clicking Add, the new module, role, or ALC entries will populate in the Current Permissions table and
the AGroup information will be missing. Once the Current Permissions table reflects correct information,

click OK.

Note: Do not click the OK button until you have completed all your changes.

CARS Access Permissions

Please provide the permissions for this user's CARS access.

Module Role ALC AGroup
Current Permissions
Module Role AGroup AlC Edit Remove |

ACCTSTMT AR 3546
1200001, 12000002,

APROP AR 12000003, 12000005, Edt] [Ramave
20

NET Ak 13000004, 13000005

Page 7 of 15




I\%)NCONFIDENTIAL // EXTERNAL

o] CENTRAL
¥ ACCOUNTING
REPORTING SYSTEM

14. When the Account Information page reappears, click OK to submit the request to the supervisor for
approval.

Welcome, Bruce User
Hore = “iew or change account > Account information

Account Information

Change the account information below. When you are done changing information, click Ok,

-
ls CEAC
* GWA Supervisor

# Modules, Roles, ALCs, and AGroups

Last Recertification
Recert Approved By
Recert Status

Recert Comments

15. When the Request Submitted: Change Account page opens, the Request Detail section will show the

modified information. To check the status of your request, click the View My Requests link under the
Related Tasks section.

Welcome, Bruce User
Home = “iew or change account > Reguest submitted

Request Submitted: Change Account

You have submitted a request. Below is the information available toyou at this time.

Request Detail

Request IC: 1821693479226430319
Date submitted: March 31, 2014 12:55:17 PM
Requesttype: Account Change

Accessifccount: huser001 on CARS
Information Updated

Mo changes were made.

Related Tasks

* To check on the status of your request, refer to the View My Requests page.
* To create another request, click on Request Account
* To perform other tasks go to the IEM Security identity Manager Home page
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16. The request will be in a status of “In Process” until it is approved, rejected, or the timeframe for action
ends. It will change to “Success” after the request has been approved by both your supervisor and the
Treasury Support Center. You will receive an email after the request has been approved or rejected.

Note: This process can take up to 14 days: your supervisor has seven days to approve the request, after which the Treasury
Support Center has another seven days to complete its approval. If your supervisor does not approve the request within the
seven-day timeframe designated for supervisor approval, the request will fail, and you will need to resubmit it.

Welcome, Bruce User

Help Logoff Switch Application
Home = “iew my requests

View My Requests

Click the request type to view its information

View:  Show last 31 days

Request Type Date Submitted ™~ Status
Account Change March 31, 2014 12:55:17 PM InProcess
Account Change March 31, 2014 12:44:01 PM Success

Accountiiccess
buger001 on CARS
buser001 on CARS

Contact the Treasury Support Center at (877) 440-9476 or via email at GWA@stls.frb.org if you have
questions concerning the CARS account modification process.
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Appendix A.
CARS External Modules and Roles

CARS supports the Fical Service strategic goal to produce accurate, accessible, and timely governmentwide
financial information and reports while reducing reconciliation burdens on FPAs.

Account Statement-
Account Statement provides federal agencies with a central location for retrieving information to assist with their
financial reconciliation processes. Account Statement is designed for agencies that perform their Fund Balance
with Treasury (FBWT) reconciliation based on TAS. This module has screens for ALC summary, ALC activity, and
ALC transactions.

Roles:

Agency Reviewer- can view all cars posted transition that relates to the user’s AGroup

Appropriation Warrants-
This component of the Agency Transaction Module provides the capability to electronically create warrant
transactions for each Federal Program Agency (FPA) based on a US Code, Statue, or Public Law. FPAs are able to
view approved warrants based on their profiles.

Roles:

Agency Reviewer — can view all posted Appropriation that relates to the user’s AGroup

ASR-
Agency Standard Reporting (ASR) provides Ul for ASR users to access all of the standard “pre-canned” reports
that are available for execution, the capability to schedule reports to be executed and stored in the WebFOCUS
Report Library for later retrieval, transparent access to the Bl Dashboard, InfoAssist features of the WebFOCUS
Managed Reporting (MR) client, and designation of ad-hoc reports generated in InfoAssist as new standard
reports

Role:

Agency Reviewer- can view ASR report in CARS that relates to the user’s AGroup

Agency Account Administrator- can view ASR report and Notify Agencies of Account Exceptions in CARS

that relates to the user’s AGroup
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BORR-
This component of the Agency Transaction Module provides an on-line process for creating, approving and
reviewing Borrowings and Repayments transactions from Treasury.
Roles:
Agency Preparer- can create, save, edit, delete and view both pending and posted Borrowing transactions
that relates to the user’s AGroup
Agency Certifier- can view pending and posted as well as certify or reject Borrowing transactions that
relates to the user’s AGroup
Agency All- can create, update, delete, view pending, view posted, as well as certify or reject Borrowing
transactions that relates to the user’s AGroup
Agency Reviewer - can view pending and posted Borrowing transactions that relates to the user’s AGroup

Checks Issued Audit-
The CIA reports compare Agency checks issued data and Source System checks issued data. Agency checks issued
is defined as data reported by Agency users. Source System checks issued is defined as data provided by source
system files. The CIA module should only be utilized by disbursing officers, i.e., agencies with the authority to
disburse payments.

Role:

Agency Viewer- can view CIA reports for the Agency’s ALC(s)

Classification Transaction and Accountability-
This component of the Agency Transaction Module generates the FS 224 Statement of Transactions used to
report monthly accounting activity by FPAs who rely upon Treasury to disburse funds. FS 224 monthly reports
serve as the basis for Treasury’s reporting of federal revenues and expenditures for these FPAs. The FS 224 allows
monthly reconciliation of disbursements and collections for each Agency Location Code (ALC). This in turn,
enables the Funds Balance with Treasury (FBWT) to be reconciled to the General Ledger by Treasury Account
Symbol (TAS). The FS 224 consists of three parts: Section 1 is Fund and Receipt Accounts. This is where
appropriated funds are classified and reclassified into FPA accounts. Section 2 is for reporting Payments, and
Section 3 is for reporting Collections.
Role:
Agency All- can create, update, delete, view pending, view posted, as well as certify or reject CTA
transactions that relates to the user’s AGroup
Agency Certifier- Agency Certifier- can view pending and posted as well as certify or reject CTA
transactions that relates to the user’s AGroup
Agency Reviewer- can view pending and posted CTA transactions for users with the same AGroup
Agency Preparer- can create, update, delete and view both pending and posted CTA transactions that
relates to the user’s AGroup
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Non-Expenditure Transfers-
This component of the Agency Transaction Module provides an on-line process for creating, approving and
reviewing the transfer of funds between or within Government Agencies without recording a receipt or an
expenditure (outlay) on the books on the Treasury. Non-expenditure Transfer Authority transactions do not
appear in Treasury reports or in the budget document as receipts or expenditures because these transactions do
not affect the budget surplus or deficit.
Role:
Agency Preparer- can create, update, delete and view both pending and posted Non-Expenditure
Transfers that relates to the user’s AGroup
Agency Certifier- Agency Certifier- can view pending and posted as well as certify or reject Non-
Expenditure Transfers that relates to the user’s AGroup
Agency All- can create, update, delete, view pending, view posted, as well as certify or reject Non-
Expenditure Transfers that relates to the user’s AGroup
Agency Reviewer- can view pending and posted Non-Expenditure Transfers that relates to the user’s
AGroup

Statement of Difference-
Agencies must ensure that none of their ALCs have out of balance conditions on their Statement of Difference
reports before they can become full reporters. The SOD reports compare the Agency Balance and the Source
System Balance. The Agency Balance is defined as data reported by agency users. The Source System Balance is
defined as data provided by source system. Access to SOD will provide two separate reports for tickets
(Collections Information Repository or CIR) and debit vouchers (Payment Information Repository or PIR)

Role:

Agency Viewer- can view all posted transactions in CARS that relates to the user’s AGroup

TDO Payments-

This component of Account statement provides agencies with Regional financial Center payment information.
Role:
Agency Viewer- can query ALC reports for Treasury Disbursing Office ACH, EFT and check payments

Page 12 of 15




I\%DNCONFIDENTIAL // EXTERNAL

* CENTRAL
¥ AH ACCOUNTING
REPORTING SYSTEM

Transfer and Non-Cash:

This component of the Agency Transaction Module should be used for the following:
e IntraALC Transfer: an accounting cash event of transferring funds that are internal to the agency and within
the same ALC, that is not associated with a payment or collection. IntraALC transfers are indirectly related to
source transactions. These transactions should not be corrections to source system transactions.
e InterALC Transfer: an accounting cash event of transferring funds from one ALC to another ALC, either in the
same agency or a different agency, that are not associated with a payment or collection. InterALC transfers are
indirectly related to source transactions. These transactions should not be corrections to source system
transactions.
* Transfers have 2 parts, (1) transfers to and (2) transfers from.
¢ Non-Cash: an accounting non-cash event that is not related to cash held in the Treasury General Account
(TGA), but is needed for Treasury reporting, i.e. Monthly Treasury Statement (MTS) reporting. For example,
Federal Debt’s accruals and amortization transactions are reported on the MTS in the current accounting
period, but the related cash payment takes place in a future accounting period.
¢ Subsidy Transfers: when a direct loan or guaranteed loan is disbursed, executes a positive subsidy
modification, or has an upward re-estimate, the program account pays a subsidy to the financing account.
Examples include: post-1991 direct loans, upward re-estimates and interest on the re-estimates, or
modifications of any direct loans.

Role:

Agency Preparer- can create, update, finish, delete, reverse and view pending and posted TaNC
transactions that relates to the user’s AGroup.

Agency Certifier- can certify, reject and view pending and posted TaNC transactions that relates to the
user’s Agroup; can act as Agency Recipient Certifier to approve InterALC transactions that relates to the
user’s Agroup.

Agency All- can create, update, certify, reject, delete, reverse and view pending and posted TaNC
transactions that relates to the user’s Agroup; can act as Agency Recipient Certifier to approve InterALC
transactions that relates to the user’s Agroup.

Agency Recipient Certifier- can reject and approve InterALC transactions and view pending and posted
TaNC transactions that relates to the user’s Agroup.

Agency Viewer- can view pending and posted TaNC transactions that relates to the user’s Agroup.

**More information is located: https://www.fiscal.treasury.gov/cars/cars-transactions-accountability.html
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Warrant Journal Vouchers-
This component of the Agency Transaction Module are used to report the estimated amounts of Taxes and
Customs duties determined by the Office of Tax Analysis and to report adjustments, as a result of actual amounts
that are collected by the Internal Revenue Service and U.S. Customs Service. The Excise Taxes and Customs duties
are transferred to the Trust Fund Receipts and invested by the Bureau of the Fiscal Service in Government
Securities as legislated.

Role:

Agency Reviewer- can view posted Warrant Journal Vouchers that relates to the user’s Agroup
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Year End Closing-
This component of the Agency Transaction Module facilitates the process of the cancellation of the 5% year

expired accounts and for the Indefinite, Year End Closing Adjustment currently based on FACTSII FMS Form 2108
Role:
Agency Preparer- can create, update, delete, agency certify and view both pending and posted Year End

Closing Adjustment that relates to the user’s AGroup
Agency Reviewer- can view posted Year End Closing Adjustment that relates to the user’s AGroup
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